
Prevent online tracking without 
breaking your favourite web pages. 

To help you evade advanced online 
tracking techniques like digital 
fingerprinting, Norton AntiTrack 
seamlessly masks your online identity 
without disrupting your browsing 
experience. Enjoy greater privacy 
as you browse online while waving 
goodbye to those pesky ads that  
used to follow you around.

Norton  
AntiTrack

™



Features

System Requirements

• Microsoft Windows 10 (all versions except Windows 10 in S mode, and Windows 10 with 
ARM processors)

• Microsoft Windows 11 (all versions except Windows 11 in S mode, and Windows 11 with   
ARM processors)

• macOS 11.x (BigSur) or later
• Browsers supported on Windows: Chrome, Firefox, Microsoft Edge version 88 or later
• Browsers supported on macOS: Safari 14.x or later, Chrome, Firefox
• iOS Operating Systems: iPhones or iPads running the current and previous two versions of 
Apple iOS

• Android Operating system: phones running version Android 8.0 Oreo (API 26) or later

Anti-fingerprinting
Websites and data collection companies 
are collecting information about you as you 
browse so they can uniquely identify you 
out of the sea of other internet users. We’ll 
disguise your digital fingerprint automatically 
each time you browse so you can’t be 
identified. 

Tracker & Cookie Blocking
Automatically block trackers so websites 
you visit won’t track your online activities 
and share your online behaviours with 
third parties.

Tracking Dashboard
See real-time data about which trackers 
we have blocked to keep you more private 
online, ranked by level of concern.

Browse with less worry
Our private browser is designed to 
make browsing more secure, faster, 
and easy-to-use so you can do what 
you want online care.

Private Email
Mask your private email address, 
remove hidden email trackers, and 
create unlimited unique email aliases 
while helping to keep your personal 
email address private.

1 Norton Credit Portal features can be accessed following successful registration and verification.  Available to those over 18, who are residents of UK, IOM & Channel Islands.  Full Terms and conditions apply.
2 Does not include monitoring of chats or direct messages. May not identify cyberbullying, explicit or illegal content or hate speech.  
3 Social Media Monitoring is not available on all social media platforms and the features differ between platforms, for details go to: norton.com/smm.
4 Requires your device to have an Internet/data plan and be turned on.
5 Cloud Backup and SafeCam features are only available on Windows (excluding Windows in S mode, Windows running on ARM processor.
‡ Parental Control features are not supported on Mac or Windows in S mode.
§ Dark Web Monitoring is not available in all countries. Monitored information varies based on country of residence or choice of plan. It defaults to monitor your email address and begins immediately. Sign in to your account 
to enter more information for monitoring.
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